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Direct Access User Roles and Functions

This guide provides the procedures for requesting, removing, and
withdrawing User Roles and Functions in Direct Access (DA).

For procedures to recertify Roles, see the Recertifying DA User Roles
and Functions user guide.

Allow 24 hours after PPC approval to see any requested changes to
Roles.

DA Functional User Roles are position based. It is important to review
the requirements of each User Role and Function to ensure all criteria
is met, such as appropriate Approval Authority and/or a Designation
Letter uploaded with the request. For a list of DA Functional User Roles
and the requirements associated with each role, refer to PPC’s website
at: https://www.dcms.uscg.mil/ppc/da/functionalroles/.

The below User Roles require a Designation Letter that must be
uploaded within the User Role request:

e CG Educational Services Officer

e CG Passport Acceptance Agent

¢ CG Recruiter in Charge (see “Recruiter in Charge” on next page)
e CG Training Officer

e CG Urinalysis Coordinator

It is important to follow up with the Approver. If the User Access
Request is not approved within 30 days, DA will automatically
terminate the request and email the submitter to submit a new
request.

Once the Approver approves the request, it will be sent to PPC for final
approval.

If a Command requires termination of User Roles prior to transfer or
separation, notify PPC Customer Care. Include the member’s Employee
ID number and the User Role(s) and Function(s) to be revoked.
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Overview, Continued

Recruiter In
Charge

Mobilization
Roles

For those requesting the CG Recruiter In Charge role and the
member’s position data in DA does NOT indicate Recruiter In Charge, a
Designation Memo is required and MUST be submitted to PPC
Customer Care prior to submitting a User Roles Request (see the
Understanding Job Data user guide for reviewing a member’s position
data in DA).

CG Mobilization Administration: Provides access to Mobilization
setup tables, components, reports, and the ability to approve and cancel
Mobilization requirements. This role is intended only for DOL, AREA,
PSC, and District personnel in charge of surge staffing and is approved
on a case by case basis. This role requires the User Roles Request to be
sent separately to PSC, with justification listed.

CG Mobilization Approver: Provides access to Mobilization
components, reports, and the ability to approve and cancel Mobilization
requirements.

CG Mobilization Processor: Provides access to Mobilization
components, reports, and the ability to approve Mobilization
requirements.

CG Mobilization Resume Endorser: Provides access to endorse
Mobilization resumes.

CG Mobilization View Only: Provides view only access to the
Mobilization components.



https://www.dcms.uscg.mil/Portals/10/CG-1/PPC/GUIDES/GP/SPO/PersonalData/Understanding%20Job%20Data.pdf?ver=2020-04-06-153613-770
https://www.dcms.uscg.mil/Portals/10/CG-1/PPC/GUIDES/GP/SPO/PersonalData/Understanding%20Job%20Data.pdf?ver=2020-04-06-153613-770
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Member: Requesting New User Roles

Introduction

Functions in Direct Access (DA).

This section provides the procedures for requesting new User Roles and

Allow 24 hours after PPC approval to see any requested changes to

Roles.
Procedures See below.
Step Action

1 Navigate to Member Self Service via the drop-down or by page arrows.
5 DIR A %)
Member Self Service v I < 2of2 I Notifications C

Actions Alerts
Direct Access Announcements Absence Reguest - View AD/RSV Payslip N
2 Click on the User Access Request tile.

User Access Request

Continued on next page
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Member: Requesting New User Roles, Continued

Procedures,
continued

Step Action

3 The User Access Request page will display. Click Initiate Request.
User Access Request

This page is used to reguest user access to the Direct Access system. This page can be used to add additional roles or
delete existing roles. The request must be approved by appropriate authority.

User ID: 1234567 Kaywinnett L. Frye

I Initiate Request I

Many of these roles either require special routing or additional documents in order for the role fo be granied. Review
the Personnel and Pay Procedures Manual, PPCINST M1000.2 (series), Chapter 2, for additional guidance.

4 Any Current Roles and Current Functions for the member will display.

Click View All (if necessary) to view the entire list of Current Roles and
Current Functions.

NOTE: When members PCS, their User Roles are reset to Self Service only.
User Access Request
Request Details

User Access Request For: 1234567 Kaywinnett L. Frye
Request ID: Request Status:
Personalize | Find @ First (4) 1-30f3 (») Last
Keep Role Remove Role Role Name Role Description Role Details
% O CGSSCIV CG Self Service Civilian Role Details
] CG_SECURITY_ADMIN CG_SECURITY_ADMIN Role Details
O CG_S55_MBR_RET2 RET2 Member Self Service Role Details
I Current Functions I Personalize | Findﬁll B First (4) 10f1 (}) Last

Function Name Function Description

5 Under the Add Functions section, click View All.

Add Functions | Personalize | Find |‘u"ie\'.'AII Iﬁll BB First (4) 1-30f40 (» Last
Add Function Function Name

O CG Admin Supervisor

[ CG Admin Technician

O CG Assignment Officer (EPM)

Continued on next page
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Member: Requesting New User Roles, Continued

Procedures,
continued

Step Action
6 Scroll through and select the Functions the position requires.

NOTE: Itisimportant to review the requirements of each User Role and
Function to ensure all criteria are met, such as appropriate Approval Authority
and/or a Designation Memo provided to PPC. See the DA Functional Roles
webpage for a list of requirements.

Add Functions Personalize | Find | View 3 | (2] [& First (4) 1-490f49 (b Last

Add Function Function Name

O CG Recruiter -
O CG Recruiter in Charge

O CG Reserve Manager

CG Reserve Order Funding Approver

O CG Roles Recertification

O CG SPO Auditor

O CG 3P0 Auditor (CG Academy)

O CG 3P0 Auditor (PSC (RPM-3))

O CG SPO Technician

Continued on next page
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Member: Requesting New User Roles, Continued

Procedures,
continued
Step Action
7 If a specific User Role or Function is not listed: under Add Roles, use the
Lookup to locate the Role Name, then select the appropriate role.
Click the (+) button to add additional Roles as appropriate.
Add Roles Personalize | Find | view All | & | [ First (40 10f1 (¢ Last
Role Name Role Description
[&] =
Look Up Raole Name
Role Name |
Description
Look Lp Clear Cancel Basic Lookup
Search Results
View 100 First (4 12190f218 (k) Last
Role Name Description
CE102 CG102 Workspace
CGE34ACCOMPLISHMENTS 3.0 ROLE
CGACAC Central Assignment Coordinator
CGaIsTT ISTT 9 Functional Area
CGACCISTT ISTT Accessions
CGACCSSN Accessions
CGADMINSUFP CG Admin Supervisor
CGAIRTEM Ajrport Terminal only
CGAPPL Enter Applicant Data
CGAPPRGL Approve man upd to GL
COASGAQC CG Assign AC Change
il s s Y Llilitoms Sccinmmmantc Dol
8 If a role requires a Designation Letter, you must add it to the request,
otherwise you will get an error. Click the Add Attachment icon.
Designation Letters (400 KB Limit) Personalize | Find | (@] Ed  First (4 10f1 () Last
File Name Uploaded By Uploaded On
LA

Continued on next page
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Member: Requesting New User Roles, Continued

Procedures,
continued

Step Action
9 Click Choose File.

NOTE: The document cannot be in Excel and it cannot exceed 400 KB.

File Attachment
Help

H

Choose File lNl:u file chosen

Upload Cancel

10 | Navigate to the appropriate document/file and select it. Click Upload.
File Attachment

Help

Choose File | Functional Roles PSI
Cancel

—

11 | The uploaded File Name will display. If more Designation Letters are
required, click the Plus button and repeat Steps 7-9, otherwise continue to

Step 11.

Designation Letters (400 KB Limit) Personalize | Find | & | [ First (4) 1of1 (b Last
File Name Uploaded By Uploaded On

Functional Roles PSl.doc | 1234567 03/02/2023 9:43AM &£ B

Continued on next page
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Member: Requesting New User Roles, Continued

Procedures,
continued
Step Action
12 In the Approver Section, enter the Justification for requesting the User

Role(s)/Function(s) (required). Enter the Approver ID (approver’s Employee
ID number) or use the Lookup to locate the approver’s Employee ID number.

Review the statement and check the Acknowledgement box. Click Submit
for Approval.

Approver Selection

*Justification: | Enter the justification (explanation) for the DA User Roles requested J

*Approver I1D: | 9876543 ) Inara Serra Position: 00003199 - MGMT & PRGM ANALYST

hcknowledgement: | understand that | am authorized to access the Direct Access system and that accessing it for purpose beyond the Scope of
Authorization is a violation of Federal law (18 U.S.C. 1030 et al) (Note: Refer to the Automated Information Systems (AIS) User
Acknowledgement Form (CG-5500A) which is required for all U S. Coast Guard AlS users it contains the full Scope of
Authorization and Acknowledgement.)

Submit for Approval

13

Once submitted, the request will be placed in a Pending status and email
notification will be sent to the Approver. It is important to follow up with the
Approver. If the User Roles request is not approved within 30 days of
submission, DA will automatically terminate the request and email the
submitter to submit a new request.

NOTE: Once the Approver approves the request, it will be sent to PPC for
final approval. The submitter will receive email notification upon final
approval or denial of the request.

User Access Request
Request Status:Pending

1

Pending Not Routed
Inara Serra Multiple Approvers
@ Initizl Approve Action Request @ User Access Request Final Appr

Wed 8/3/2022 T:22 AM
DoNotReply@direct-access.uscg.mil
User Access Request - Waiting Approval

To  Serra, Inara CIV SERENITY (USA)

User access request has been waiting for your approval.

Requested For : Kaywinnett L. Frye
Request ID : 0066252
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Removing User Roles

Introduction  This section provides the procedures for removing User Roles and
Functions in DA.

Allow 24 hours after PPC approval to see any requested changes to
Roles.

Termination If a Command requires termination of User Roles prior to transfer or
of Roles separation, notify PPC Customer Care. Include the member’s Employee
ID number and the User Role(s) and Function(s) to be revoked.

Procedures See below.
Step Action
1 Navigate to Member Self Service via the drop-down or by page arrows.
DIR A (n] &
Member Self Service ~ I < 20f2 I Notifications Cc

Actions Alerts

Direct Access Announcements Absence Request - View AD/RSV Payslip

2 | Click on the User Access Request tile.

User Access Request

o
d
F

Continued on next page
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Removing User Roles, continued

Procedures,
continued

Step

Action

3

The User Access Request page will display. Click Initiate Request.
User Access Request

This page is used to request user access to the Direct Access system. This page can be used to add additional roles or
delete existing roles. The request must be approved by appropriate authority.

User ID: 1234567 Hoban Washburne

|  Initiate Request |

Many of these roles either require special routing or additional documents in order for the role to be granted. Review
the Personnel and Pay Procedures Manual, FFCINST M1000.2 (series), Chapter 2, for additional guidance.

Any Current Roles and Current Functions for the member will display. Click

View All (if necessary) to view the entire list of Current Roles and Current
Functions.

User Access Request
Request Details
User Access Request For: 1234567 Hoban Washburne
Request ID: Request Status:
Personalize | Find | view Al |G| [ First (¢ 1-30f6 () Last
Keep Role Remove Role Role Name Role Description Role Details
[ CGFIELDADM Unit ADMIN access to limted HR Role Details
[ CGHRS Coast Guard HRSIPERSRU Role Details
O CBHRSVW HRS/PERSRU Display Only Role Details
| = Current Functions| Personalize | Find | View Al |11 [} First (4 10f1 (b Last
Keep Function Remowve Function Function Name Function Description
ﬁ O CG SPO Technician CG SPO Technician
Aaar o fima | Cina | i aul [311 B Eirnt 4™ 4 FAQ 1o

Continued on next page
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Removing User Roles, continued

11 October 2023

Procedures,
continued
Step Action
5 Check the Remove Role box for each Role and/or Function to be removed. DO

NOT REMOVE THE CGROWSEC_CGAD ROLE.

NOTE: For information on adding User Roles and Functions, see the
Requesting New User Roles section.

User Access Request
Request Details

User Access Request For: 1234567

Request ID:

Current Roles

Keep Role Remove Role

[}

0

4]

Q

4]

o

Current Functions

Keep Function Remove Function

Hoban Washburne

Request Status:

Role Name

CGFIELDADM

CGHRS

CGHR3VW

CGROWSEC_CGAD

CG3SCMD

CGSSMBER

Function Name

CG SPO Technician

Personalize | Find | View 3 | &0] B3

Role Description

Unit ADMIM access to limted HR
Coast Guard HRS/PERSRU
HRS/PERSRU Display Only

CG Active Duty Row Security
CG Self Service Command

CG Self Service Member
Personalize | Find | View Al | (2 | Q
Function Description

CG SPO Technician

Barcnnaliza | Eind | Vigwr a1 1 {711 FH

First (4 16 0f6 () Last

Role Details

Role Details

Role Details

Role Details

Role Details

Role Details

Role Details

First (4) 10f1 (k) Last

Eirct 4 L | of A® b | act

11

Continued on next page
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Removing User Roles, continued

Procedures,
continued
Step Action
6 | Scroll to the bottom of the page and enter the Justification for removing the

User Role/Function (required). Enter the Approver ID (approver’s Employee
ID number) or use the Lookup to locate the approver’s Employee ID number.

Review the statement and check the Acknowledgement box. Click Submit for
Approval.

Approver Selection

“Justification: {Enter an explanation for the removal request (required). J

*Approver ID: J9876543 | Inara Serra Position: 00003199 - MGMT & PRGM ANALYST

h.cknowledgement: understand that | am authorized to access the Direct Access system and that accessing it for purpose beyond the Scope of
Authorization is a violation of Federal law (18 U.5.C. 1030 et al) (Note: Refer to the Automated Information Systems (AIS) User
Acknowledgement Form (CG-5500A) which is required for all U.5. Coast Guard AlS users it contains the full Scope of
Authorization and Acknowledgement )

Submit for Approval

Once submitted, the request will be placed in a Pending status and email
notification will be sent to the Approver. It is important to follow up with the
Approver. If the User Access Request is not approved within 30 days, DA
will automatically terminate the request and email the submitted to submit a
new request.

NOTE: Once the Approver approves the request, it will be sent to PPC for final
approval.

User Access Request
Request Status{Pending

1
Pending Not Routed
Inara Serra Multiple App.'overs
@ Initial Approve Action Request @; User Access Request Final Appr

12



Member: Withdrawing a User Roles Request

Introduction

11 October 2023

This section provides the procedures for withdrawing a User Roles

Request in DA in the event the Approver becomes unavailable

(transferred, separated, TDY, etc.).

Procedures See below.
Step Action
1 Navigate to Member Self Service via the drop-down or by page arrows.
= DIR A &
Member Self Service v I < 20f2 I Notifications Cc i

Direct Access Announcements Absence Request - View ADIRSV Payslip

Actions Alerts.

Click on the Requests (All Types) - View tile.

Requests (All Types) - View

13

Continued on next page
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Member: Withdrawing a User Roles Request, Continued

Procedures,
continued

Step Action
3 The View My Action Requests page will display. Ensure the My Submitted
Requests button is selected. The Transaction Name will default to All

Transactions and the Transaction Status will default to Pending. Click
Populate Grid.

View My Action Requests

Kaywinnett L. Frve

1. "My Submitted Requests' allows member to bring up only their Action Reguesis.

2. "Requests | am Approver For allows approver to bring up only those Action Requesis submitied to them

3. "All Requests’ allows the approver to pull up their Action Reguests and those submitted to them

4. Transaction Name field allows user to select a particular transaciion (i.e., Absence Requesti, Delegation, eic.)

5. Refresh button clears the grid and defaults it back to "My Submitted Regquests’ and Transaction Status of "Pending’
6. Populate Grid button populates the grid based on what was selected for the radio bution, Transaction Name,
Transaction Status, and what was entered in the Submission From/Submission To Dates

y Submitted Requests I O Requests | am Approver For ) All Reguests
Transaction Name: | &1l Transactions v
Transaction Status: | Pending v|
Submission From Date: El
Submission To Date: [#] Refresh

Continued on next page
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Member: Withdrawing a User Roles Request, Continued

Procedures,
continued

Step

Action

4

All pending requests will be listed. It may be necessary to click View All to

see all pending requests. Scroll through the list and locate the User Access
Request. Click View Details.

Personalize | Fmdlme.-:- A\II@I [ First (4) 15015 (») Last
Transaction Name Status  Member Member's Last Name Member's Emplid Member's Deptid Submitted By Approver  Submission Date  Drill Date i
User Access Request Pending Kaywinnett L. Frye Frye 1234567 007800 Kaywinnett L. Frye InaraSerra 2022/08/02 View Details

The User Access Request will open in a new tab. Click Withdraw Request.
User Access Request
Request Details

User Access Request For: 1234567 Kaywinnett L. Frye

Request ID: 0066254 Request Status:  Pending

Current Roles

Current Functions

Add Functions Personalize | Find | View All | £ B3 First (1) 1-30f48 (b Last

Add Function Function Name
CG Roles Recertification
CG Admin (YN-PERS Cnly)
CG Assignment Officer (EPM)

Add Roles Personalize | Find | View All | (21| Q First (4) 10f1 (») Last

Role Name Role Description
Approver Selection

“Justification: | Enter justification for the DA User Roles request (e.g. - Recertifying my roles)

*Approver ID: 9876543 Inara Serra Position: 00003199 - MGMT & PRGM ANALYST

Acknowledgement: | understand that | am authorized to access the Direct Access system and that accessing it for purpose beyond the Scope of
Authorization is a viclation of Federal law (18 U.S.C. 1030 et al) (Note: Refer to the Automated Information Systems (AIS) User
Acknowledgement Form (CG-5500A) which is required for all U.S. Ceast Guard AlS users it contains the full Scope of
Authorization and Acknowledgement.)

I Withdraw Request I

The Request Status will update from Pending to Terminated. ‘X’ out of the
tab to return to View My Requests (all types).

A new User Access Request will need to be submitted (see the Requesting
New User Roles section for assistance).

User Access Request

Request Status|Terminated

1
Terminated Terminated
Inara Serra Multiple Approvers
Initial Approve Action Request x User Access Request Final Appr
03/03/22 - 353 AM
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